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This Privacy Notice describes how TPG (“we” or “us”) 
collects and uses the personal data of representatives 
of our vendors and services providers (“Vendor 
Representatives”).   
 
The TPG entity processing your data for the purposes 
described in this notice is responsible for such 
processing, and can be contacted using the details 
provided below. 
 
Personal data we collect about you 
 
In connection with our relationships with our vendors, 
we collect and use limited personal data about 
Vendor Representatives from time to time.  This 
personal data may include a Vendor Representative’s 
name, contact details (address, email address and 
phone number), government-issued identification 
number, bank account information, and photographs, 
as well as the contents of any electronic 
communications with TPG including but not limited to 
Bloomberg Messaging, Zoom, WhatsApp, WeChat, 
and any other messaging platform. 
 
We may collect sensitive data about you, including 
information relating to health, when you visit our 
properties.  Where required by law, we will seek your 
consent to do so. 
 
How we use your personal data 
 
We use the personal data that we collect about 
Vendor Representatives to facilitate our relationship 
and communication with the vendor, and to retain a 
record of our communications with the vendor.  We 
also use the personal data that we collect about 
Vendor Representatives in connection with 
performance of background checks and carrying out 
due diligence and payment risk assessments in 
relation to the vendor. We may also use the 
photographs of Vendor Representatives for security 
purposes if we need to grant Vendor Representatives 
access to any of our properties.  
 
Where we are required or permitted to do so by law, 
we process sensitive data relating to the health of our 
Vendor Representatives in order to protect the health 
and safety of TPG staff and visitors to our properties. 
 
Data sharing 
 
We may share personal data about Vendor 
Representatives with: 
 

• Other TPG entities; and 

• Service providers that perform services on 
our behalf. 

 

 

We may share personal data with service providers 
that perform services on our behalf such as payment 
service providers, analytics providers, business 
communications archiving providers, and hosting 
providers.   

To the extent required by law, we will obtain your 
consent to share your personal data with these 
parties. 
 
In addition, we may disclose personal data about you 
(a) if we are required or permitted to do so by law or 
legal process, for example due to a court order or a 
request from a law enforcement agency, (b) when we 
believe disclosure is necessary or appropriate to 
prevent physical harm or financial loss, (c) in 
connection with an investigation of suspected or 
actual fraudulent or other illegal activity, and (d) in the 
event we sell or transfer all or a portion of our 
business or assets (including in the event of a 
reorganization, dissolution, or liquidation).  
 
Data transfers 
 
We may transfer the personal data that we collect 
about you to recipients in countries other than the 
country in which the personal data originally was 
collected, including the United States of America, 
China, Hong Kong, Australia, India, Singapore and 
South Korea. Those countries may not have the same 
data protection laws as the country in which you 
initially provided the personal data. When we transfer 
your personal data to recipients in other countries 
(such as the U.S.), we will protect that personal data 
as described in this Notice and, where required by 
law, seek your consent to transfer your personal 
information. 
 
 
Your rights and choices 
 
Subject to applicable law, you may have the right to 
request: 
 

• confirmation of whether we process personal 
data relating to you and, if so, to request a 
copy of that personal data; 

• that we rectify or update your personal data 
that is inaccurate, incomplete or outdated; 
and 

• that we erase your personal data in certain 
circumstances, such as where we collected 
personal data on the basis of your consent 
and you withdraw that consent; 



• withdrawal of your consent where you have 
given us consent to process your personal 
data. 

If you wish to exercise any of your data protection 
rights or if you consider that we have processed your 
personal data in violation of applicable law, please 
contact us as detailed in the “How to contact us” 
section below.  Subject to applicable law, you may 
also be able to lodge a complaint with the personal 
data protection authority in your country. 
 
 
Who is Responsible for your Personal Data 
 
The TPG entity to which you or your organisation 
provides services is responsible for the use of your 
personal data under applicable data protection law, 
which may be TPG Capital (S) Pte. Ltd., TPG Capital 
Limited, TPG Capital (Australia) Pty Ltd, TPG Korea 
Co., Ltd, TPG Capital India Private Limited, TPG 
Capital (Beijing) Limited, TPG Investment Consulting 
(Beijing) Limited Shenzhen Branch, Angelo, Gordon 
International LLC, Angelo, Gordon Hong Kong 
Limited, Angelo Gordon Asia Limited, Angelo, Gordon 
Asia Co., Ltd. or Angelo, Gordon Singapore Private 
Ltd. 
 
 
How to contact us 
 
If you have any questions about this policy, or you 
would like to exercise any of your rights, please let 
us know by contacting us using any of the methods 
below: 
 
By email at Privacy@tpg.com 
 
 
 
 


